








Without Biometric ID check you 

do not know the actual user

Who is Behind the Keyboard?

2016

SMS codes and other one-time 

passwords are a security hazard

2022

Hardware based security 

keys is mandatory from 

2024





1. Micro Controller Unit, MCU 4. Screen + input – MCU

2. Bluetooth, BLE chip 5. Secure Element, SE

3. Fingerprint, FP 6. NFC

Size of a smart card

Thickness of approx. 

2.25mm

PATENT APPROVED: WO2014057123 A1, Multi-mode computer with selector.

PATENT APPROVED: WO2014049027 A1, Network Security.

• Independent of mobile phone 

OEM communicates through extra 

secure BLE and NFC

• Root keys 100% controled by end-

users

• A secure biometric authentication 

attached



User requests 
access to service

Service verifies 
access request 

according to 
company 

security policies

OFFPAD card 
asks for 

biometrics 
authentication

Service initiates 
FIDO2 

authentication

User is granted 
access



Multi Factor Authentication[1]

Replace your PIN with your 
finger



OFFPAD 
sends ID to lock

1

Lock requests authentication2

OFFPAD requests fingerprint3

User provides 
fingerprint

4
OFFPAD sends proof of 

authenticity
5

Lock 
opens

6

Replace your PIN with your finger



• Well known form factor with a rather long life-cycle of 3-4 years and a light 
carbon footprint. Circular economy is prioritized throughout the manufacturing 
process

• Use of plastic substitute for biodegradable cards and bio-sourced materials to 
eco-packaging will be explored

• Production facilities located in [Sweden] close to key target customers

• Components sourced from local suppliers ensuring full control of the value chain

• Short delivery and distribution with local partners to end-customers with 
minimum vulnerability for supply constraints

Electronic Manufacturing Group[1]



▪ Leverage existing relationships between partner and their customers

▪ Completes partner offering to existing customers

▪ Utilize partners existing sales and support infrastructure

▪ PONE Biometrics will support in planning and implementation

▪ Involve partners and customers in R&D

▪ Annual Recurrent Revenue (ARR)

▪ Service Level Agreements (SLA)

▪ Device Management

▪ Key Management





Additional media coverage

Selected news outlets Selected Awards & Certifications





Jan-Erik Skaug

CEO and co-founder

Founded the company 

in 2017

Previous experience

Jean-Noël Georges

CSO

Joined in 2019

Previous experience

§

Jørgen Svare

CCO

Joined in 2021

Previous experience

Øystein Jåtog-Rød

COO

Joined in 2020

Previous experience

Trond P Hagen

CTO

Joined in 2022

Previous experience

Sigurhjörtur 

Snorrason

Head of Engineering

Joined in 2022

Previous experience

Prof Tjerand Silde PhD

Cryptography expert

Joined in 2022

Previous experience

Magnus Ringerud 

PhD Candidate and 

Software Engineer

Joining in 2023

Previous experience



B o a r d  o f  D i r e c t o r s

Mandana Javaheri
Head of Security Solutions 

Microsoft
+25 years of experience

Hans Torin
Senior Advisor Torin & Co
+25 years of experience

Laila Danielsen
CEO Elliptic Labs AS

+25 years of experience

Espen Gylvik
CEO at Cyviz

+25 years of experience

Jan-Erik Skaug
CEO/Chairman at PONE
+30 years of experience

A d v i s o r y  B o a r d

Arne Blystad Helme
Partner, Cyber Risk and 
Head of Healthcare at 

KPMG Norway
+30 years of experience

Morten Versvik
CTO Kahoot

Founder of Kahoot

+20 years of experience

Elisabet Haugsbø
CISO for hire in Zebra 

consulting, VP at Tekna

+15 years of experience

Jean-Noël Georges
CSO at PONE

+20 years of experience

Mette Wam
Vice CEO at Inmeta

consulting

+30 years of experience



Press & Users testimonials
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