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Certificates of origin (COs) in Germany 

In Germany, around 1 million Certificates of Origin (COs) are issued by the German Chambers of 

Industry and Commerce (IHKs) every year. As standard, this is done electronically using a web 

application provided by the IHK organization. 

COs may also be issued in paper form as a fallback option, for example, in the event of a malfunction 

in the IT environment of the IHK or the applicant company. 

The electronic creation of certificates of origin is described below: 

 

Registration of companies in the web application: https://euz.ihk.de/euzweb 

Companies in Germany are registered in the web application by their local Chamber according to 

their local jurisdiction.  

This ensures that only companies for which the Chamber has the relevant information can work in 

the application. This prevents non-existent companies from obtaining Certificates of Origin.  

 

Certificate of Origin application and issuance process 

COs are applied for directly in the web 

application. Companies fill in the online form 

and provide information about the 

applicant, recipient, description of goods, 

and country of origin. Required supporting 

documents such as invoices or supplier 

declarations can be attached digitally. The 

Chamber then verifies the information and 

documents. If there are any queries, it will 

get in touch the applicant. 

Once the check has been completed 

successfully, the Chamber issues the 

Certificate of Origin electronically.  

COs are public documents in Germany. 

Therefore, every Chamber employee must 

use a personal qualified electronic signature card to process the CO in order to replace the 

handwritten signature digitally. 

The qualified electronic signature is defined in Article 3 No. 12 of Regulation (EU) No. 910/2014 

(eIDAS Regulation). It is a signature with a high level of security. In particular, it must be based on a 

qualified certificate issued by a qualified trust service provider that meets the requirements of the 

eIDAS Regulation and must be generated with a qualified electronic signature creation device (e.g. a 

signature card). 

https://euz.ihk.de/euzweb
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The Certificate of Origin “document”  

The document is available for download as a legally binding PDF with a digital Chamber signature and 

can also be issued in paper form if required. 

The digital Certificate of Origin always contains the front page on which the stamp and signature is 

located and, depending on the application, it may also contain the back page and additionally 

uploaded attachments that supplement the description of goods in field 6. The document can be 

opened with common PDF readers or, in some cases, in a browser, although not all functions are 

available everywhere. If the PDF is opened in Adobe Acrobat Reader, the validation status of the 

digital signature can be verified by clicking on the Chambers stamp or the signature of the official in 

charge. The signature properties also provide a detailed overview of the validity of the signature. 

Each Certificate of Origin is archived electronically and deleted after two years.  

The digital signature with the image of the Chamber stamp, the signature of the Chamber employee 

and the reference to the electronic origin is displayed together with a QR code that can be used to 

verify the authenticity of the original certificate. 

 

 

Printing the Certificate of Origin 

The digital Certificate of Origin (dCO) can still be printed out. It is printed on the official forms 

provided and requires applicants to use the print and signature client. The corresponding stamped 

certificates are also available for printing and downloading. The digital Certificate of Origin (dCO) can 

also be printed out, but not on the official forms. Printouts of the dCO are marked with a visible 

watermark for clear identification. 

 

Guarantee of authenticity through the verification portal 

If there is a legitimate interest, the authenticity of the certificate can be verified via the German 

Chamber of Industry and Commerce (IHK) verification portal. In addition to the Chamber stamp and 

the signature of the Chamber employee, each CO has an individual verification code in field 8 (see 

Figure). This code can be entered together with the CO number on the website https://cert.ihk.de to 

find out whether the specified Chamber has actually issued the CO with this code and is responsible 

for it. 

 

https://cert.ihk.de/
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Alternatively, you can also use the QR code (see previous figure) and, without having to enter any 

further information, you will be shown whether it is a valid CO and when and by which Chamber it 

was issued. 

 

 

You also have the option of viewing the content of the certificate to rule out any manipulation. And 

you can also contact the issuing Chamber directly by email. 

 

Conclusion 

In Germany, Certificates of Origin with correspondingly high quality and security requirements are 

provided to companies digitally (dCO). Their authenticity can be verified at any time in a legally 

secure manner by customs authorities or recipients with a legitimate interest. 


